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Abstract—Cyber security awareness is an essential factor in today’s world as the threat of cyber attack keep raising due to many
individuals, organizations, and government institutions depend heavily on cyber infrastructure. This make it apparent as well that
there is a need to establish a framework to enhance inter-organizational collaboration to achieve national cyber security awareness.
This proposed study outlines a planned inquiry towards the investigation of that relationship specific to the context of Indonesian
country. Through the use of semi-structured interviews and empirical evidences from relevant literatures, the expected outcome of this
research is to find the relationship between inter-organizational knowledge sharing and the creation of cyber security awareness

behavior.
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